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1. Denial-of-service 1 

a. Vulnerability details 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 

2. Denial-of-service 2 

a. Vulnerability details 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 

3. Path traversal vulnerabilities 

a. Vulnerability details 

b. CVSS 

c. Workaround / Mitigation 



 

 
Copyright 2025, GE Vernova and/or its affiliates. All Rights Reserved. TLP: CLEAR Page 3 of 7 

 

d. Resolution 

4. Vulnerabilities on sqlite 

a. Vulnerability details 

• 

• 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 

 

5. CVE-2024-11235 in PHP 

a. Vulnerability details 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 

6. Vulnerabilities on zlib 

a. Vulnerability details 

• 
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• 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 
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7. Multiple CVE in Libexpat 

a. Vulnerability details 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

b. CVSS 

c. Workaround / Mitigation 

d. Resolution 

8. Multiple CVES in in Linux kernel 

a. Vulnerability details 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 
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b. CVSS 

c. Workaround / Mitigation 

d. Resolution 
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