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Process Capabilities :
The process meets a subset of the required capabilities of the standard in 
the following categories:
• Integration Service Provider Requirements
• Maintenance Service Provider Requirements

The detailed list of capabilities met by the process are documented in the 
referenced assessment report.  The following table summarizes how many 
requirements meet at least Maturity Level 2 for each functional area 
defined in the standard.

Functional 
Area

# Requirements 
Met of Total # 
Requirements

Functional 
Area

# Requirements 
Met of Total # 
Requirements

Solution Staffing 11 of 11 Configuration 
Management

4 of 4

Assurance 7 of 7 Remote 
Access

5 of 5

Architecture 24 of 24 Event 
Management

8 of 8

Wireless 0 of 6 Account 
Management

17 of 17

SIS 0 of 12 Malware 
Protection

8 of 8

Backup/Restore 9 of 9 Patch 
Management

12 of 12

Table 1:  Number of requirements met per functional area
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